
PRIVACY POLICY SHARE YAZILIM LİMİTED ŞİRKETİ  
This Privacy Policy governs our data prac5ces in connec5on with your use of the SHARE 
YAZILIM LİMİTED ŞİRKETİ. This Privacy Policy is compliant with the General Data Protec5on 
Regula5on. 
 
SHARE YAZILIM LİMİTED ŞİRKETİ is an app development studio that creates a wide variety of 
Apps. We deliver top-ranked Apps to worldwide app stores. Our Apps are designed for Apple 
and Google plaMorms, opera5ng systems (macOS/iOS/iPadOS/Android), and devices (phones, 
tablets, watches, etc.). We create apps that can be downloaded freely and func5on based on 
an adver5sing model. For many of our Apps, we also make a paid version that does not 
contain adver5sing. In general, if you do not want us to use your data to tailor the ads 
displayed within the App, you can choose to use a version that does not contain adver5sing. 
 
By using the App, you consent to our data processing as this Privacy Policy outlines. Our 
terms for using Apps (which can be found here: hVps://spamsmsblocker.com) apply to your 
use of the Apps. 
 
1.       What data do our Apps obtain? 
1.1 We collect data about you and how the Apps are used in various ways. 
a. Automa(cally Collected Data – The Apps collect specific data automa5cally, such as the 
type of device you use, device iden5fiers, such as the reseVable adver5sing iden5fier 
assigned to your device, the IP address of your device, geographical data such as the loca5on 
of your device, your opera5ng system, Wi-Fi mac address in your area, the type of internet 
browsers you use, data connec5on status and success/failure of connec5on, and data about 
the way you use the App, installed applica5ons on your device, and other non-personal data 
as reasonably required by us to enhance our services. If you ac5vated ‘Loca5on’ in your 
device's se]ngs and allowed the App to collect data about the precise loca5on of your 
device, the App will collect such data. Furthermore, we may collect loca5on data using 
network triangula5on, GPS, and Wi-Fi IP address to determine your general device loca5on. 
We may also collect loca5on and other diagnos5c data through the Apps for network 
analy5cs and troubleshoo5ng. 
b. User-Provided Data – The App obtains the data you provide when you download and use 
the App. We may ask that you provide: (a) your name, email address, age, username, 
password, and other registra5on data; (b) transac5on-related data, such as when you make 
purchases, respond to any offers, or download or use Apps from us; (c) data you provide us 
when you contact us for help; and (d) data you enter into our system when using the App, 
such as contact data. 
c. We may also get data from other sources and may combine it with data collected about 
you. 
2.      Data Sharing and AdverIsing 
2.1   To the extent feasible, we only use your data in an anonymized, hashed, or obfuscated 
way. We only use personally iden5fiable informa5on to the extent required to provide our 
services. 
2.2   We may share your data with third par5es as this Privacy Statement describes. We may 
disclose your data (a) as required by law, such as to comply with a subpoena or similar legal 
process, (b) when we believe in good faith that disclosure is necessary to protect our rights, 
protect your safety or the safety of others, inves5gate fraud, or respond to a government 
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request, (c) with our trusted services providers who work on our behalf, which do not have 
an independent use of the data we disclose to them, and have agreed to adhere to the rules 
outlined in this privacy statement, and (d) with third-party adver5sing networks and 
analy5cs companies as described below. 
2.3   We may use and share the data, including the Automa5cally Collected Data and the 
User-Provided Data, in an anonymized, hashed, or obfuscated way for purposes of 
adver5sement by us or our partners. We do not pass any personally iden5fiable data to ad 
networks or adver5sers. The data may be used to serve users adver5sements based on 
users’ presumed interests and present adver5sements in third-party applica5ons or other 
plaMorms. We work with adver5sers and third-party adver5sing companies that collect data 
about how you interact with adver5sing and content provided in the App, which helps us 
keep the cost of the App free. Adver5sers and adver5sing companies use some of the data 
collected by the App, including the adver5sing iden5fier assigned to your device, to serve 
adver5sements targeted to your interests in the App. These third par5es may also obtain 
anonymous data about other applica5ons you’ve downloaded to your device, the websites 
and applica5ons you visit, and your loca5on to help analyze user behavior and serve targeted 
adver5sing on the App and other applica5ons and websites. We may use and share your 
loca5on data to provide you with localized data, including localized adver5sing, within the 
App. To learn how to opt out of using data collected from the App for targeted adver5sing 
purposes, please see the ‘Managing Your Data’ sec5on of this Privacy Policy. 
2.4   We may work with analy5cs companies to help us understand how the App is being 
used, such as the frequency and dura5on of usage. 
2.5   If you have allowed us to collect data about your precise loca5on by ac5va5ng ‘Loca5on’ 
in your device's se]ngs, we may share it with our ad network partners to tailor the ads 
displayed within the App. 
2.6   The paid versions of our Apps generally do not contain adver5sing and will not use your 
data for this purpose. In the Apps that do not contain adver5sing, the data collec5on 
soiware will s5ll collect data but will not use it to serve interest-based adver5sing. 
3.      Managing Your Data 
3.1   You can quickly stop the app from collec5ng data by uninstalling it. You may use the 
standard uninstall processes available on your device or via the applica5on marketplace or 
network. 
3.2   You may immediately opt out of allowing the App to access your precise loca5on data by 
deac5va5ng ‘Loca5on’ in your device's privacy se]ngs. 
3.3   Most modern devices provide adver5sing iden5fiers. These iden5fiers have different 
names depending on the brand of your device. For example, they are called Iden5fier for 
Adver5sers (IDFA) on iOS/Apple devices. These opera5ng systems let you see your 
adver5sing iden5fier in your device's se]ngs, and you control how it is used. It includes 
op5ons for changing your iden5fier and opt-out of cross-app adver5sing. The features or 
func5onality hereof may change at the discre5on of the opera5ng systems. To opt out of the 
use of data collected by our adver5sing partners across different applica5ons to serve ads 
that are targeted to your interests, please consult the se]ngs available on your device (for 
instance, ‘Limit Ad Tracking’ on your iOS/Apple device). 
 
4.      Business Transfers 



4.1   Your data may be disclosed as part of any merger, acquisi5on, or sale of company assets. 
In the unlikely event of an insolvency, bankruptcy, or receivership, your data may also be 
transferred as a business asset. 
5.      Children 
5.1   We do not knowingly use the Apps to solicit data from or market to children under 16. If 
a parent or guardian becomes aware their child has provided us with data without their 
consent, they should contact us at support@blox.app. We will delete or anonymize such data 
from our files within a reasonable 5me. 
6.      Security 
6.1   We are concerned about safeguarding the confiden5ality of your data. We provide 
physical, electronic, and procedural safeguards to protect the data we process and maintain. 
For example, we limit access to this data to authorized employees and contractors who need 
to know that data to operate, develop, or improve our Apps. Please be aware that although 
we endeavor to provide reasonable security for the personal data we process and maintain, 
no system can prevent all poten5al security breaches. As stated above, we use 
anonymiza5on techniques to limit the use of personally iden5fiable informa5on as much as 
possible. 
7.      Data RetenIon Policy 
7.1 We will retain User-Provided Data for as long as you use the App and for a reasonable 
5me aierward. We will retain Automa5cally Collected data for up to 12 months, and aier 
that, we may store it in aggregate. If you’d like us to delete the data you provided via the app, 
please get in touch with us at support@blox.app, and we will respond within a reasonable 
5me. Please note that some or all the User-Provided Data may be required for the App to 
func5on correctly. 
8.      SubscripIons 
8.1   You may access parts of SHARE YAZILIM LİMİTED ŞİRKETİ for free, and other services and 
products require payment of subscrip5on fees or in-app purchases. To access the premium 
features of our apps, which have addi5onal features, including (but not limited to) ad-free 
experience, premium support, and instant updates, you must pay via an auto-renewing 
subscrip5on from Apple’s iTunes store. You may receive ads from SHARE YAZILIM LİMİTED 
ŞİRKETİ sugges5ng new features or other apps from our porMolio. 
8.2 SHARE YAZILIM LİMİTED ŞİRKETİ auto-renewable subscrip5ons are purchased via an 
iTunes auto-renewing subscrip5on. This means your subscrip5on is automa5cally renewed at 
the end of the subscrip5on period. 
8.3 You can modify or cancel your subscrip5on any5me from within the applica5on by 
signing in to your iTunes account on your computer or iOS device and changing the se]ngs. 
8.4 If you purchase a subscrip5on with automa5c renewal, you acknowledge and agree that 
we are authorized to charge you through your iTunes account for the renewal. You will be 
charged for the regular subscrip5on price within 24 hours before the end of the current 
term. You can turn off automa5c renewal in your iTunes account se]ngs, but you must do so 
at least 24 hours before the end of the current term to avoid renewing. Refunds will not be 
provided for the unused por5on of any term. 
8.5 For more details: iOS: hVp://support.apple.com/kb/HT4098 
8.6 Apple manages your payment via iTunes, and you will need to contact Apple’s customer 
service for refunds, as we cannot process refunds ourselves. Please note that if you purchase 
a subscrip5on through the Apple iTunes Store or our iPhone or iPad applica5ons, the sale is 
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final, and we cannot provide a refund. Your purchase will be subject to Apple’s applicable 
payment policy, which also may not provide for refunds. 
9.      Changes 
9.1 This Privacy Policy may be updated from 5me to 5me. We will no5fy you of any changes 
by pos5ng the new Privacy Policy here: hVps://spamsmsblocker.com. You are advised to 
consult this Privacy Policy regularly for any changes. 
10.      Personal and SensiIve User Data 
10.1. NoIficaIons 
We do not share your data with any ins5tu5on or organiza5on. All sent or received data is 
encrypted and protected. No 3rd party SDKs are used for sensi5ve data. 
No data is stored on our servers. 
If you have any ques5ons, please get in touch with us at support@blox.app 
This Privacy Policy was updated on 7th October 2024  
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